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Regents Institution Annual Security Self-Assessment Report
Institution: 


Submitted by:
Name: 



Title:


E-mail:



Phone:

Date Submitted:


“Information Security Governance Assessment Tool for Higher Education” completed? 

___ Yes  ____ No
If “Yes”, Date Completed: 

Person Responsible for Assessment Tool:
Name: 



Title:


E-mail:



Phone:

Section I: Organizational Reliance on IT
Describe the institution’s reliance on information technology for business continuity.
Section II: Risk Management
Assess the institution’s management of risk as it relates to its information security strategy and program(s).
Section III: People
Assess the organizational aspects of the institution’s information security program.
Section IV: Processes
Assess the processes within the institution’s information security program in terms of a security technology strategy, policy development and enforcement, security policies and procedures, and physical security, and security program administration.
Section V:  Technology
Assess major security technologies.
Progress in FY _____:

Identify major areas of progress in IT security in the past fiscal year.
Security Priorities in FY _____:
Identify major areas of emphasis in IT security for the current fiscal year.
